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Abstract of the contribution:

Review of architecture regarding Store and Forward functionality for device triggering.
Currently, store and forward function in MTC-IWF is open issue and TR 23.887 has several Editor’s Notes related to this. The main Editor’s Note exists in clause 5.2.2.3.1 Solution: Device Triggering using T5 of TR 23.887 as following.

Editor's Note: It is FFS whether a trigger is stored in the MTC-IWF and/or SM-SC when a trigger request via T4 cannot be delivered due to UE is not reachable.
Therefore, we would like to discuss the options regarding store and forward function for device triggering and come to a conclusion how to proceed in Rel-12.
1. Discussion of Store and Forward architecture
Store and Forward function for T5
At SA2#94 we discussed solutions for recalling or replacing previously submitted trigger messages. The solution for recall/replace of device triggering was defined in clause 5.2.3.3.1 of TR 23.887 while leaving recall/replace for T5 device triggering open. Recall / replace is only meaningful functionality if a network holds on to messages for a longer period of time - for example if the network enqueues (stores) undelivered trigger messages and re-attempts delivery (forwards) at a later time. 
So introducing recall/replace for T5 is only meaningful if the T5 message path includes a Store-and-Forward (S&F) function. Vice versa recall/replace would not be required for T5 if there are no message stored that could potentially be replaced c.q. such recall/replace would always fail.
Contributions to SA2#94 have assumed that T5 is indeed of store-and-forward nature and have naturally allocated the T5 S&F function to the MTC-IWF as this entity terminates T5.

Architecture with T5 S&F allocated in the MTC-IWF

Introduction of a T5 S&F function in the MTC-IWF in combination with the T4 S&F function in the T4 SMS-SC results in the arrangement of S&F functions shown in figure 1.
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Figure 1: Architecture with S&F in MTC-IWF and SMS-SC
Obviously this arrangement duplicates a function in the architecture with the associated duplication of maintenance, configuration and resource requirements. Generally this is undesirable in architectures but could be a pragmatic choice i.e. in this case re-use of existing functionality.
Having these two S&F function also (unnecessarily) complicates recall/replace handling which sometimes needs to replace the message in the MTC-IWF and in other cases in the SMS-SC S&F.

More significantly, this S&F arrangement places restrictions on the domains that can be retried for delivery of a message when the UE becomes available in a different domain. 
a. In this arrangement the MTC-IWF can retry message delivery as long as the UE is available on T5 (indicated by the red curved arrow on T5 in Fig 1.) 

b. The MTC-IWF can also handover via T4 to an SMS-SC should the UE become available in any of the domains served by an SMS-SC (SMS over CS or PS, SMSoIP, SMSoSGs, SMSinMME) .
c. The SMS-SC can then retry message delivery across any of the domains served by an SMS-SC (indicated by the blue curved arrow next to the SMS-SC in Fig 1.)

d. However, once the message has been handed over to the SMS-SC S&F, messages will not be retried any more on T5, should the UE become available again in that domain (indicated by the red left arrow on T4 in Figure 1.).


Reconsider the S&F architecture?

During the original discussion and design of the MTC architecture in R11 it was assumed that T5 would do (IP style?) deliveries without retries. Should delivery retries be required and message life time allowed this, a handover to T4 would take place.
IFF indeed T5 should also have store and forward capabilities (whether this is desirable is subject to a separate discussion), should we reconsider the architecture? 

Without going into details of the exact nature of the S&F function -  an architecture with a single S&F function, where this single S&F can retry deliveries to ALL applicable domains could solve the above concerns. See figure 2:
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Figure 2: Architecture with a single S&F
Note:
Exactly which domains should be supported by a common S&F function would be a matter of choice or even a deployment option.
Proposal

IFF indeed T5 should also have store and forward capabilities, it is proposed to further explore in R12  an architecture with a single S&F function for all domains. This is one of the options described in the next section (option 3).

2. Implementation options
The following subclauses provides an overview and assessment of implementation options for triggering store-and-forward functions. Please note that the descriptions below about ‘How it works’ are simplified to focus just on store and forward functionality.

2.1 Option 1: Store and Forward function in MTC-IWF and SMS-SC
Introduces a S&F function in the MTC-IWF next to the S&F function of the T4 SMS-SC - the architecture depicted in figure 1 above.
How it works

> MTC-IWF receives device trigger request from SCS. The validity period of the trigger request is not zero.

> MTC-IWF requests subscriber information to HSS and gets response from HSS.

>> If HSS indicates that the UE is not reachable, MTC-IWF stores the trigger message and registers with the HSS for UE reachability notification.

>>> Later, when the UE becomes reachable, MTC-IWF performs trigger delivery selection between T5 and T4 and attempts the delivery via the selected interface.

>> If MTC-IWF gets subscriber information indicating that UE is reachable from HSS, MTC-IWF performs trigger delivery selection.

>>> If MTC-IWF selects T5, MTC-IWF attempts the delivery via T5. If failed, MTC-IWF stores the trigger message and registers with the HSS for UE reachability notification.
>>>> Later, when the UE becomes reachable, MTC-IWF performs trigger delivery selection between T5 and T4 and attempts the delivery via the selected interface.
>>> If MTC-IWF selects T4, MTC-IWF forwards the trigger message to SMS-SC via T4. In this case, MTC-IWF does not have to store the trigger message for later delivery. SMS-SC attempts the delivery. If failed, SMS-SC stores the trigger message and requests HSS to add the SMS-SC address to the Message Waiting list.
>>>> Later, when the UE becomes reachable, SMS-SC attempts the delivery.
Pros

- Allows re-attempt of trigger delivery over T5 and, in case the trigger message was first stored in the MTC-IWF, handover to T4 SMS-SC for further SMS re-delivery.
Cons

- once handover to T4 has taken place, no T5 re-delivery possible (See discussion in clause 1)
- Duplicates S&F function in the architecture

- Complicates recall/replace handling as this has to handle triggers in one of two stores
- MTC-IWF needs to support store and forward functionality.
2.2 Option 2: Store and Forward function only in SMS-SC
This describes the original R11 architecture, where re-delivery attempts are done from SMS-SC only. 
How it works

> MTC-IWF receives device trigger request from SCS. The validity period of the trigger request is not zero.

> MTC-IWF requests subscriber information to HSS and gets response from HSS.

>> If HSS indicates that the UE is not reachable, MTC-IWF requests SMS-SC to store the trigger message for later delivery. SMS-SC stores the trigger message and requests HSS to add the SMS-SC address to the Message Waiting list. MTC-IWF does not have to store the trigger message.
>>> Later, when the UE becomes reachable, SMS-SC attempts the delivery.
>> If MTC-IWF gets subscriber information indicating that UE is reachable from HSS, MTC-IWF performs trigger delivery selection.
>>> If MTC-IWF selects T5, MTC-IWF attempts the delivery via T5. If failed, MTC-IWF requests SMS-SC to store the trigger message for later delivery. SMS-SC stores the trigger message and requests HSS to add the SMS-SC address to the Message Waiting list. MTC-IWF does not have to store the trigger message.
>>>> Later, when the UE becomes reachable, SMS-SC attempts the delivery.
>>> If MTC-IWF selects T4, MTC-IWF forwards the trigger message to SMS-SC via T4. In this case, MTC-IWF does not have to store the trigger message for later delivery. SMS-SC attempts the delivery. If failed, SMS-SC stores the trigger message and requests HSS to add the SMS-SC address to the Message Waiting list.
>>>> Later, when the UE becomes reachable, SMS-SC attempts the delivery.
Pros

- No store and forward functionality is needed in MTC-IWF

Cons

- Only SMS is used for re-attempt. That is, T5 delivery cannot be used for re-attempt.
2.3 Option 3: A single, common Store and Forward function 
Introduces a single S&F function to be used for all relevant trigger delivery domains - the architecture depicted in figure 2 above.
How it works

> MTC-IWF receives device trigger request from SCS. The validity period of the trigger request is not zero. The MTC-IWF stores the trigger message in the common store and forward function.

> The common S&F function requests subscriber information to HSS and gets response from HSS.

>> If HSS indicates that the UE is not reachable, the common S&F function registers with the HSS for UE reachability notification.
>>> Later, when the UE becomes reachable, the common S&F function performs trigger delivery selection between relevant domains (T5, SMSoMMS, SMSoIP, SMS (CS or PS)) and attempts the delivery via the selected interface.

>> If the common S&F function gets subscriber information indicating that UE is reachable from HSS, the common S&F function performs trigger delivery selection between relevant domains (T5, SMSoMMS, SMSoIP, SMS (CS or PS)) and attempts the delivery via the selected interface.

>>> If delivery in the selected domain fails, the common S&F function registers with the HSS for UE reachability notification. 
>>>> Later, when the UE becomes reachable, the common S&F function performs trigger delivery selection between relevant domains (T5, SMSoMMS, SMSoIP, SMS (CS or PS)) and attempts the delivery via the selected interface.
Pros

- No duplication of S&F functionality 

- Simplifies trigger/replace handling
- Allows re-attempt of trigger delivery to any relevant domain

Cons

- A new store and forward functionality that can deliver to multiple domains
Note:
An implementation variant of the common S&F architecture (i.e., Option 3) could be to still handover to an SMS-SC for delivery to any of the SMS domains. However, based on an indication by the common S&F function, the SMS-SC would not store or retry, but perform a single delivery attempt and report the result to the common S&F. Further device triggering re-delivery attempts can then still be possible to any of the applicable domains, including T4 and T5. In this case, a common S&F function could be MTC-IWF.
3. Proposal

Based on the discussion and analysis above, it is proposed to reach a conclusion regarding the preferred implementation of the store and forward function for device triggering by selecting one of the options presented.
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